
FEBRUARY 11, 2025 

                      REDMOND MUNICIPAL AIRPORT – ID APPLICATION 
AOA ID  

 
 
AIRPORT USE   DATE RECEIVED _______________________________   
 
NAME: ________________________________________________________________________________ 

  LAST NAME    LEGAL FIRST NAME    MIDDLE NAME 

ALL  - NICK NAMES / FORMER NAMES / ALIAS:                          ID PIN   =    LAST - 4 OF SSN OR PHONE # _____________ 
 
_____________________________________________________________________________________ 

 LAST NAME          FIRST NAME    MIDDLE NAME 

_____________________________________________________________________________________ 
LAST NAME          FIRST NAME    MIDDLE NAME 

_____________________________________________________________________________________ 
LAST NAME          FIRST NAME    MIDDLE NAME 

 
CITIZENSHIP COUNTRY(S) ___________________________PLACE OF BIRTH (CITY & STATE) ________________________ 
 
CIRCLE ONE:       MALE           FEMALE                  DATE OF BIRTH ________________________ 
             
MAILING ADDRESS_________________________________________________________________________ 
    

_______________________ ______________________________________________________________________________  
          CITY                                                                             STATE                                                           ZIP CODE 

MAIN PHONE ______________________________       ALTERNATE PHONE ___________________________ 
 
YOUR E-MAIL ADDRESS ___________________________________________________________________ 
 CHECK THIS BOX IF YOU INTEND TO OPERATE AS A SASO (SPECIALIZED AVIATION SERVICE OPERATOR) AT RDM. A SASO IS DEFINED 
ANY COMMERCIAL AERONAUTICAL SERVICE PROVIDER THAT PROVIDES ANY ONE OR A COMBINATION OF THE FOLLOWING ACTIVITIES: 
FLIGHT TRAINING, AIRFRAME AND POWERPLANT MAINTENANCE, AVIONICS SALES AND MAINTENANCE, AIRCRAFT RENTAL, AIRCRAFT 
CHARTER OR TAXI, AIRCRAFT MANAGEMENT, AIRCRAFT STORAGE HANGARS, AIRCRAFT SALES, AIRCRAFT RESTORATION AND 
REFURBISHING, AND SPECIALIZED AIRCRAFT SERVICES. PLEASE NOTE: INDIVIDUALS OR ENTITIES OPERATING AS A SASO AT RDM ARE 
REQUIRED TO UNDERGO ADDITIONAL APPLICATION AND PERMIT REQUIREMENTS PRIOR TO OBTAINING AN RDM ID. 
NAME OF EMPLOYER, SPONSOR OR HANGAR# _____________________________________________________ 
 

MANAGER OR SUPERVISOR PHONE NUMBER_______________________________________________________ 
 
MANAGER OR SUPERVISOR NAME______________________________________________________________ 
 
EMERGENCY CONTACT NAME __________________________________________________________ 
 
EMERGENCY CONTACT PHONE ____________________________     RELATION ___________________________ 
 
 
I understand that my RDM ID is a highly accountable item, and remains property of the RDM Airport. I understand if I do not 
return my ID to the RDM Airport as required, I may be assessed a $250.00 penalty: 
 
____________________________________________________________    ______________________________________   
Signature                                                                                                  Date 



FEBRUARY 11, 2025 

TSA Privacy Act Statement 
Authority: 6 U.S.C. § 1140, 46 U.S.C. § 70105; 49 U.S.C. §§ 106, 114, 5103a, 40103(b)(3), 40113, 44903, 
44935-44936, 44939, and 46105; the Implementing Recommendations of the 9/11 Commission Act of 

2007, § 1520 (121 Stat. 444, Public Law 110-53, August 3, 2007); FAA Reauthorization Act of 2018, 
§1934(c) (132 Stat. 3186, Public Law 115-254, Oct 5, 2018), and Executive Order 9397 (November 22, 

1943), as amended. 

Purpose: The Department of Homeland Security (DHS) will use the information to conduct a security threat 
assessment. If applicable, your fingerprints and associated information will be provided to the Federal Bureau 
of Investigation (FBI) for the purpose of comparing your fingerprints to other fingerprints in the FBI’s Next 
Generation Identification (NGI) system or its successor systems including civil, criminal, and latent fingerprint 
repositories. The FBI may retain your fingerprints and associated information in NGI after the completion of this 
application and, while retained, your fingerprints may continue to be compared against other fingerprints 
submitted to or retained by NGI. DHS will also transmit your fingerprints for enrollment into US-VISIT 
Automated Biometrics Identification System (IDENT). DHS will also maintain a national, centralized revocation 
database of individuals who have had airport- or aircraft operator- issued identification media revoked for 
noncompliance with aviation security requirements. DHS has established a process to allow an individual 
whose name is mistakenly entered into the database to correct the record and have the individual’s name 
expunged from the database. If an individual who is listed in the centralized database wishes to pursue 
expungement due to mistaken identity, the individual must send an email to TSA at 
Aviation.workers@tsa.dhs.gov.  
 
Routine Uses: In addition to those disclosures generally permitted under 5 U.S.C. § 552a(b) of the Privacy 
Act, all or a portion of the records or information contained in this system may be disclosed outside DHS as a 
routine use pursuant to 5 U.S.C. § 552a(b)(3) including with third parties during the course of a security threat 
assessment, employment investigation, or adjudication of a waiver or appeal request to the extent necessary 
to obtain information pertinent to the assessment, investigation, or adjudication of your application or in 
accordance with the routine uses identified in the TSA system of records notice (SORN) DHS/TSA 002, 
Transportation Security Threat Assessment System. For as long as your fingerprints and associated 
information are retained in NGI, your information may be disclosed pursuant to your consent or without your 
consent as permitted by the Privacy Act of 1974 and all applicable Routine Uses as may be published at any 
time in the Federal Register, including the Routine Uses for the NGI system and the FBI’s Blanket Routine 
Uses.  
 
Disclosure: Pursuant to § 1934(c) of the FAA Reauthorization Act of 2018, TSA is required to collect your 
SSN on applications for Secure Identification Display Area (SIDA) credentials. For SIDA applications, failure to 
provide this information will result in denial of a credential. For other aviation credentials, although furnishing 
your SSN is voluntary, if you do not provide the information requested, DHS may be unable to complete your 
security threat assessment. 
 
Additional Notices and Disclosures 
 
Screening Notice:  Any employee holding a credential (RDM issued ID) granting access to a Security 
Identification Display Area (SIDA) may be screened at any time while gaining access to, working in, or 
leaving a Security Identification Display Area (SIDA). The screening may include any and all items in that 
individual’s possession at the time of screening. 

CRD Notice: Pursuant to TSA-NA-21-01 series, RDM will utilize the Centralized Revocation Database (CRD) 
as applicable, to report permanently revoked RDM ID media due to an ID holder’s failure to comply with security 
requirements. RDM will grant ID holders 7 calendar days to appeal a revocation prior to entering their information 
into the CRD. If the individual does not appeal the revocation of the ID within 7 business days of notification of 
the intent to revoke ID, or the decision to revoke is upheld following the appeal, RDM will record the revocation 
in the CRD utilizing the FPRD system within 3 calendar days.  
 
Continued on next page… 
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RDM ID Application 
Additional Notices and Disclosures Continued  

& CFR Part 1540 Certification Page 
 
RDM will review any available information in the CRD for all applicants for Secured or Sterile Area ID’s, and will 
consider the information provided when determining an individual’s eligibility to receive an RDM ID. 
 
Badge holders not subject to entry into the CRD include: RDM AOA ID holders, employees of Federal, State or 
local government (including law enforcement officers), who as a condition of employment, have been subjected 
to an employment investigation that includes a CHRC; direct employees of, and Transportation Security Officers 
under contract to the TSA, Federal Aviation Administration, or Customs and Border Protection; and employees 
of the U.S. Department of Defense (DOD) operating within exclusive areas of a regulated airport. 
 
The information I have provided is true, complete, and correct to the best of my knowledge and belief and 
is provided in good faith.  I understand that a knowing and willful false statement can be punished by fine 
or imprisonment or both (see Section 1001 of Title 18 of the United States Code). 

I authorize the Social Security Administration to release my Social Security Number and full name to the 
Transportation Security Administration, Enrollment Services and Vetting Programs, Attention: Vetting 
Programs (TSA-10)/Aviation Worker Program, 6595 Springfield Center Drive, Springfield, VA 20598-6010. 

I am the individual to whom the information applies and want this information released to verify that my 
SSN is correct.  I know that if I make any representation that I know is false to obtain information from 
Social Security records, I could be punished by a fine or imprisonment or both. 
 
Code of Federal Regulation (CFR) 
PART 1540—CIVIL AVIATION SECURITY: GENERAL RULES 

Subpart B—Responsibilities of Passengers and Other Individuals and Persons 

§1540.105 Security responsibilities of employees and other persons. 
(a) No person may: 
(1) Tamper or interfere with, compromise, modify, attempt to circumvent, or cause a person to tamper 
or interfere with, compromise, modify, or attempt to circumvent any security system, measure, or 
procedure implemented under this subchapter. 
(2) Enter, or be present within, a secured area, Airport Operations Area (AOA), Security Identification 
Display Area (SIDA) or sterile area without complying with the systems, measures, or procedures being 
applied to control access to, or presence or movement in, such areas. 
(3) Use, allow to be used, or cause to be used, any airport-issued or airport-approved access medium 
or identification medium that authorizes the access, presence, or movement of persons or vehicles in 
Secured Areas, Airport Operations Area AOA's, or Security Identification Display Areas (SIDAs) in any 
other manner than that for which it was issued by the appropriate authority under this subchapter. 
 

I attest, as an applicant for RDM issued ID, and/or key(s), and/or electronic access device, that I 
understand my security responsibilities under the above CFR, 49 CFR 1540.105(a), and acknowledge 
receipt of the TSA Privacy Act Statement. 
 
Signature: ______________________________________________________________________________    
 
Date of Birth (Month / Day / Year) : ___________________________   
 
SSN and Full Name printed: __________________________________________________________ 
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LISTS OF ACCEPTABLE DOCUMENTS - Documents must be UNEXPIRED 

ONE selection from List A 
OR  a combination of ONE from List B AND ONE from List C. 

LIST A ONE ID ONLY     OR   ONE ID FROM LIST B AND ONE ID FROM LIST C 
 

**** NOTE:    
             CONCEAL CARRY LICENSE / PERMIT is NOT an acceptable I-9 ID 
Form I-9  11/14/2016 N 

LIST A 
Documents that Establish 

Both Identity and 
Employment Authorization 

 
OR LIST B                                                LIST C 

Documents that Establish                       Documents that Establish 
Identity                                      Employment Authorization 

AND 

1.  U.S. Passport or U.S. Passport Card  1.  Driver's license or ID card issued by a 
State or outlying possession of the 
United States provided it contains a 
photograph or information such as 
name, date of birth, gender, height, eye 
color, and address 

1. A Social Security Account Number 
card, unless the card includes one of 
the following restrictions: 
(1) NOT VALID FOR EMPLOYMENT 

(2) VALID FOR WORK  ONLY 
WITH INS AUTHORIZATION 

(3) VALID  FOR WORK  ONLY 
WITH DHS AUTHORIZATION 

2.  Permanent Resident Card or Alien 
Registration Receipt Card (Form I-551) 

3.   Foreign passport that contains a 
temporary I-551 stamp or temporary 
I-551 printed notation on a machine- 
readable immigrant visa 

2.  ID card issued by federal, state or local 
government agencies or entities, 
provided it contains a photograph or 
information such as name, date of birth, 
gender, height, eye color, and address 

4.   Employment Authorization Document 
that contains a photograph (Form 
I-766) 

2.  Certification of Birth Abroad issued 
by the Department of State (Form 
FS-545) 

3.  School ID card with a photograph 
5. For a nonimmigrant alien authorized 

to work for a specific employer 
because of his or her status: 
a. Foreign passport; and 
b. Form I-94 or Form I-94A that has 

the following: 
(1) The same name as the passport; 

and 
(2) An endorsement of the alien's 

nonimmigrant status as long as 
that period of endorsement has 
not yet expired and the 
proposed employment is not in 
conflict with any restrictions or 
limitations identified on the form. 

3.  Certification of Report of Birth 
issued by the Department of State 
(Form DS-1350) 

4.   Voter's registration card 

5.   U.S. Military card or draft record 
4.   Original or certified copy of birth 

certificate issued by a State, 
county, municipal authority, or 
territory of the United States 
bearing an official seal 

6.   Military dependent's ID card 
7.  U.S. Coast Guard Merchant Mariner 

Card 

8.   Native American tribal document 5.   Native American tribal document 
9.  Driver's license issued by a Canadian 

government authority 6.   U.S. Citizen ID Card (Form I-197) 

7.  Identification Card for Use of 
Resident Citizen in the United 
States (Form I-179) 

For persons under age 18 who are 
unable to present a document 

listed above: 
8.  Employment authorization 

document issued by the 
Department of Homeland Security 

6.  Passport from the Federated States of 
Micronesia (FSM) or the Republic of 
the Marshall Islands (RMI) with Form 
I-94 or Form I-94A indicating 
nonimmigrant admission under the 
Compact of Free Association Between 
the United States and the FSM or RMI 

10.   School record or report card 

11.   Clinic, doctor, or hospital record 

12.   Day-care or nursery school record 
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